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  THE WIRELESS NETWORKS USE REGULATIONS 
 

ON THE CAMPUS OF THE WROCŁAW UNIVERSITY OF 

ENVIRONMENTAL AND LIFE SCIENCES  
 
 
1. The WIFI-UPWr Wireless network is a free Internet access network available on the campus of the 

Wrocław University of Environmental and Life Sciences or in its close vicinity. Access to the network 

requires the login and password. 
 
2. Each User has an individual account in the system, which can only belong to one real user. 
 
3. It is forbidden to transfer the account or its access data, such as the login or password, to other entities. 

The User shall be held responsible if the third party gets access to their account by entering a valid 

password. 
 
4. Traffic in the wireless network is constantly monitored and archived. 
 
5. The User may use the wireless network for up to three devices at a time.  

 

6. The User is obliged to use the Services in accordance with applicable law and not to use the network for 

any commercial or unlawful activity, including the distribution of unlicensed software, audio, video, or 

any other copyrighted material.  

 

7. The User is obliged to comply with the Administrator's recommendations on matters related to the 

safety and functioning of computers in the network. 

 

8. The User bears full legal and financial responsibility for any damage caused by his/her activities and for 

activities caused by unauthorized persons using the network resources by means of his / her computer, 

with his / her consent and knowledge, or without his / her consent or knowledge.  

 

9. The User is obliged not to attempt to gain unauthorized access to network resources or computers, such 

as impersonating other users, link monitoring, port scanning, SPAM propagation, or  DOS attacks. 

 

10. The User is obliged not to attempt to use the protected resources without proper permission.  

 

11. The Network Administrator is not responsible for the malfunctioning of the system caused by users, nor 

for any reasons beyond their control, in particular caused by Force Majeure such as failure of other 

systems or Internet links. 
 
12. The User violating the rules of these Regulations may be deprived of periodic or full access to the WiFi 

network and, in case of breach of applicable law, his/her data may be made available to law 

enforcement authorities. 
 
13. In matters not covered by these Regulations, the law in force in this respect applies. 


